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5. You must first verify your identity, 
meaning that you must provide your full 
name, current address and date and 
place of birth. You must sign your 
request, and your signature must either 
be notarized or submitted under 28 
U.S.C. 1746, a law that permits 
statements to be made under penalty of 
perjury as a substitute for notarization. 
While no specific form is required, you 
may obtain forms for this purpose from 
the Director, Disclosure and FOIA, 
http://www.dhs.gov or 1–866–431–0486. 
In addition you should provide the 
following: 

• An explanation of why you believe 
the Department would have information 
on you, 

• Identify which component(s) of the 
Department you believe may have the 
information about you, 

• Specify when you believe the 
records would have been created, 

• Provide any other information that 
will help the FOIA staff determine 
which DHS component agency may 
have responsive records, 

• If your request is seeking records 
pertaining to another living individual, 
you must include a statement from that 
individual certifying his/her agreement 
for you to access his/her records. 

Without this bulleted information the 
component(s) may not be able to 
conduct an effective search, and your 
request may be denied due to lack of 
specificity or lack of compliance with 
applicable regulations. 

RECORD ACCESS PROCEDURE: 
See ‘‘Notification procedure’’ above. 

CONTESTING RECORD PROCEDURE: 
See ‘‘Notification procedure’’ above. 

RECORD SOURCE CATEGORIES: 
Information contained in this system 

is obtained from subject individuals; 
other Federal, State, local and foreign 
agencies and organizations; hard-copy 
media, including periodicals, 
newspapers, and broadcast transcripts, 
and commercial and public record 
databases and Web sites; public and 
classified reporting, intelligence source 
documents, investigative reports, and 
correspondence. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
Portions of this system are exempt 

under 5 U.S.C. 552a(j)(2), (k)(1), (k)(2), 
and (k)(5) as reflected in the final rule 
published on August 4, 2006, in 71 FR 
44223. 

Mary Ellen Callahan, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2010–8315 Filed 4–12–10; 8:45 am] 
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The Department of Homeland 
Security, U.S. Citizenship and 
Immigration Services has submitted the 
following information collection request 
for review and clearance in accordance 
with the Paperwork Reduction Act of 
1995. The information collection is 
published to obtain comments from the 
public and affected agencies. Comments 
are encouraged and will be accepted for 
60 days until June 14, 2010. 

Written comments and suggestions 
regarding items contained in this notice, 
and especially with regard to the 
estimated public burden and associated 
response time should be directed to the 
Department of Homeland Security 
(DHS), USCIS, Chief, Regulatory 
Products Division, Clearance Office, 111 
Massachusetts Avenue, NW., 
Washington, DC 20529–2210. 
Comments may also be submitted to 
DHS via facsimile to 202–272–8352, or 
via e-mail at rfs.regs@dhs.gov. When 
submitting comments by e-mail please 
add the OMB Control Number 1615– 
0087 in the subject box. 

Written comments and suggestions 
from the public and affected agencies 
concerning the collection of information 
should address one or more of the 
following four points: 

(1) Evaluate whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of the agency, including 
whether the information will have 
practical utility; 

(2) Evaluate the accuracy of the 
agencies estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions used; 

(3) Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

(4) Minimize the burden of the 
collection of information on those who 
are to respond, including through the 
use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 

other forms of information technology, 
e.g., permitting electronic submission of 
responses. 

Overview of This Information 
Collection 

(1) Type of Information Collection: 
Revision of a currently approved 
information collection. 

(2) Title of the Form/Collection: 
Application for Citizenship and 
Issuance of Certificate under Section 
322. 

(3) Agency form number, if any, and 
the applicable component of the 
Department of Homeland Security 
sponsoring the collection: Form N– 
600K, U.S. Citizenship and Immigration 
Services. 

(4) Affected public who will be asked 
or required to respond, as well as a brief 
abstract: Primary: Individuals or 
Households. This form provides an 
organized framework for establishing 
the authenticity of an applicant’s 
eligibility and is essential for providing 
prompt, consistent and correct 
processing of such applications for 
citizenship under section 322 of the 
Immigration and Nationality Act. 

(5) An estimate of the total number of 
respondents and the amount of time 
estimated for an average respondent to 
respond: 1,500 responses at 1 hour and 
35 minutes (1.583 hours) per response. 

(6) An estimate of the total public 
burden (in hours) associated with the 
collection: 2,374 annual burden hours. 

If you need a copy of the information 
collection instrument, please visit: 
http://www.regulations.gov/. 

We may also be contacted at: USCIS, 
Regulatory Products Division, 111 
Massachusetts Avenue, NW., 
Washington, DC 20529–2210, telephone 
number 202–272–8377. 

Dated: March 31, 2010. 
Stephen Tarragon, 
Deputy Chief, Regulatory Products Division, 
U.S. Citizenship and Immigration Services. 
Department of Homeland Security. 
[FR Doc. 2010–8361 Filed 4–12–10; 8:45 am] 
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SUMMARY: The Coast Guard announces 
that it will impose conditions of entry 
on vessels arriving from the country of 
the Democratic Republic of Sao Tome 
and Principe. 
DATES: The policy announced in this 
notice will become effective April 27, 
2010. 

ADDRESSES: This notice will be available 
for inspection and copying at the Docket 
Management Facility at the U.S. 
Department of Transportation, Room 
W12–140 on the Ground Floor of the 
West Building, 1200 New Jersey 
Avenue, SE., Washington, DC 20590, 
between 9 a.m. and 5 p.m., Monday 
through Friday, except Federal holidays. 
The telephone number is 202–366– 
9329. 

FOR FURTHER INFORMATION CONTACT: If 
you have questions on this notice, call 
Mr. Michael Brown, International Port 
Security Evaluation Division, Coast 
Guard, telephone 202—372–1081. If you 
have questions on viewing the docket, 
call Renee V. Wright, Program Manager, 
Docket Operations, telephone 202–366– 
9826 or (toll free) 1–800–647–5527. 
SUPPLEMENTARY INFORMATION: 

Background and Purpose 

Section 70110 of title 46, United 
States Code, enacted as part of section 
102(a) of the Maritime Transportation 
Security Act of 2002 (Pub. L. 107–295, 
Nov. 25, 2002), authorizes the Secretary 
of Homeland Security to prescribe 
conditions of entry into the United 
States on vessels arriving from ports that 
are not maintaining effective anti- 
terrorism measures and may deny entry 
into the United States to any vessel that 
does not meet such conditions. It also 
requires public notice of the ineffective 
anti-terrorism measures. The Secretary 
has delegated to the Coast Guard 
authority to carry out the provisions of 
this section. Previous notices have 
imposed or removed conditions of entry 
on vessels arriving from certain 
countries, and those conditions of entry 
and the countries they pertain to remain 
in effect unless modified by this notice. 

Based on an assessment conducted 
pursuant to the provisions of 46 U.S.C. 
70108 and the International Ship and 
Port Facility (ISPS) Code, the Coast 
Guard has determined that ports in the 
Democratic Republic of Sao Tome and 
Principe are not maintaining effective 
anti-terrorism measures. Inclusive to 
this determination is an assessment that 
the Democratic Republic of Sao Tome 
and Principe presents significant risk of 
introducing instruments of terror into 
international maritime commerce. The 
Coast Guard notified the Department of 

State of this determination pursuant to 
46 U.S.C. 70110(c). 

The United States notified the 
Democratic Republic of Sao Tome and 
Principe of this determination in July of 
2009, and identified steps necessary to 
improve the antiterrorism measures in 
use at ports in the Democratic Republic 
of Sao Tome and Principe, as required 
by 46 U.S.C. 70109. The United States 
conducted a visit in February 2010 
reconfirming that the identified 
deficiencies have not been corrected. 

Accordingly, effective April 27, 2010, 
the Coast Guard will impose the 
following conditions of entry on vessels 
that visited ports in the Democratic 
Republic of Sao Tome and Principe 
during their last five port calls. Vessels 
must: 

• Implement measures per the ship’s 
security plan equivalent to Security 
Level 2 while in a port in the 
Democratic Republic of Sao Tome and 
Principe. As defined in the ISPS Code 
and incorporated herein, ‘‘Security Level 
2’’ refers to the ‘‘level for which 
appropriate additional protective 
security measures shall be maintained 
for a period of time as a result of 
heightened risk of a security incident.’’ 

• Ensure that each access point to the 
ship is guarded and that the guards have 
total visibility of the exterior (both 
landside and waterside) of the vessel 
while the vessel is in ports in the 
Democratic Republic of Sao Tome and 
Principe. 

• Guards may be provided by the 
ship’s crew; however, additional 
crewmembers should be placed on the 
ship if necessary to ensure that limits on 
maximum hours of work are not 
exceeded and/or minimum hours of rest 
are met, or provided by outside security 
forces approved by the ship’s master 
and Company Security Officer. As 
defined in the ISPS Code and 
incorporated herein, ‘‘Company Security 
Officer’’ refers to the ‘‘person designated 
by the Company for ensuring that a ship 
security assessment is carried out, that 
a ship security plan is developed, 
submitted for approval, and thereafter 
implemented and maintained and for 
liaison with port facility security 
officers and the ship security officer.’’ 

• Attempt to execute a Declaration of 
Security while in port in the Democratic 
Republic of Sao Tome and Principe; 

• Log all security actions in the ship’s 
log; and 

• Report actions taken to the 
cognizant Coast Guard Captain of the 
Port prior to arrival into U.S. waters. 

In addition, based on the findings of 
a Coast Guard boarding or examination, 
vessels may be required to ensure that 
each access point to the ship is guarded 

by armed, private security guards and 
that they have total visibility of the 
exterior (both landside and waterside) of 
the vessel while in U.S. ports. The 
number and position of the guards has 
to be acceptable to the cognizant Coast 
Guard Captain of the Port prior to the 
vessel’s arrival. 

Consistent with 46 U.S.C. 70110, the 
United States may deny entry into the 
United States to any vessel that does not 
meet the conditions set forth herein. 
This notice also informs passengers of 
the ineffective anti-terrorism measures 
at ports in the Democratic Republic of 
Sao Tome and Principe. 

This notice is issued under authority 
of 46 U.S.C. 70110(a)(3). 

Dated: March 25, 2010. 
Sally Brice-O’Hara, 
Rear Admiral, USCG, Deputy Commandant 
for Operations. 
[FR Doc. 2010–8373 Filed 4–12–10; 8:45 am] 
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DEPARTMENT OF HOUSING AND 
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AGENCY: Office of the Chief Information 
Officer, HUD. 
ACTION: Notice. 

SUMMARY: The proposed information 
collection requirement described below 
has been submitted to the Office of 
Management and Budget (OMB) for 
review, as required by the Paperwork 
Reduction Act. The Department is 
soliciting public comments on the 
subject proposal. 

This collection of information is 
required in connection with the 
Multiclass Securities Program. The 
intent of the Multiclass Securities 
program is to increase liquidity in the 
secondary mortgage market and to 
attract new sources of capital for 
federally insured or guaranteed 
residential loans. 
DATES: Comments Due Date: May 13, 
2010. 

ADDRESSES: Interested persons are 
invited to submit comments regarding 
this proposal. Comments should refer to 
the proposal by name and/or OMB 
approval Number (2503–0030) and 
should be sent to: HUD Desk Officer, 
Office of Management and Budget, New 
Executive Office Building, Washington, 
DC 20503; fax: 202–395–5806. 
FOR FURTHER INFORMATION CONTACT: 
Leroy McKinney, Jr., Reports 
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